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Abstract. An addition law for an elliptic curve is complete if it is defined for all
possible pairs of input points on the elliptic curve. In Elliptic Curve Cryptography
(ECCQC), a complete addition law provides a natural protection against side-channel
attacks which are based on Simple Power Analysis (SPA). Montgomery curves are
a specific family of elliptic curves that play a crucial role in ECC because of its
well-known Montgomery ladder, particularly in the Elliptic Curve Diffie-Hellman
Key Exchange (ECDHKE) protocol and the Elliptic Curve factorization Method
(ECM). However, the complete addition law for Montgomery curves, as stated in
the literature, has a computational cost of 14M + 2D, where M, D denote the costs
of a field multiplication and a field multiplication by a constant, respectively. The
lack of a competitive complete addition law has led implementers towards twisted
Edwards curves, which offer a complete addition law at a lower cost of 8M + 1D for
appropriately chosen curve constants.

In this paper, we introduce extended Montgomery coordinates as a novel representa-
tion for points on Montgomery curves. This coordinate system enables us to define
birational multiplication-free maps between the extended twisted Edwards coordinates
and extended Montgomery coordinates. Using this map, we can transfer the complete
addition laws from twisted Edwards curves to Montgomery curves without incurring
additional multiplications or squarings. In addition, we employ a technique known as
scaling to refine the addition laws for twisted Edwards curves, which results in having
i) Complete addition laws with the costs varying between 8M + 1D and 9M + 1D for
a broader range of twisted Edwards curves, ii) Incomplete addition laws for twisted
Edwards curves with the cost of 8M. Consequently, by leveraging our birational
multiplication-free maps, we present complete addition laws for Montgomery curves
with the cost of M + 1D. This shows a significant improvement for complete addition
law for Montgomery curves by reducing the computational cost by 6M + 1D. This
improvement makes Montgomery curves a more attractive option for applications
where an efficient complete addition law is essential.

Keywords: Elliptic Curve Cryptography - Montgomery curve - Complete addition
law

1 Introduction

In the mid-1980s, Koblitz [Kob87] and Miller [Mil85] independently introduced Elliptic
Curve Cryptography (ECC) by proposing the use of elliptic curves in designing crypto-
graphic schemes. ECC stands out as an attractive asymmetric key cryptosystem, achieving
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the same level of security with significantly smaller key sizes than its counterparts. This
efficiency reduces storage and transmission requirements and makes ECC particularly well-
suited for environments with constrained resources. Beyond its foundational capabilities,
ECC is equipped with unique mathematical constructions, such as bilinear pairings, which
allow for the development of many novel cryptographic protocols. Notably, pairing-based
cryptography has facilitated the creation of an identity-based encryption scheme [BF03], a
short signature scheme [BLS04], and an efficient one-round protocol for tripartite Diffie-
Hellman key exchange [Jou04]. However, in the presence of large-scale quantum computers,
quantum algorithms break the security of the cryptographic schemes that rely on the
Discrete Logarithm Problem [DH76, Gam85]. To avoid this fundamental problem, ECC
has shifted towards the development of cryptographic schemes whose security is based on
the difficulty of computing isogenies between elliptic curves as an intractable problem for
large-scale quantum computers [Cou06, RS06, FJP14, CLM*18, BKV19, FKL*20]. Such
an approach ensures that ECC continues to play a vital role in the advancement of secure
post-quantum cryptography.

An elliptic curve E over a field F is a nonsingular absolutely irreducible projective
curve of genus 1 defined over a field F with at least one F-rational point. Every elliptic
curve F over F can be represented by the projective Weierstrass equation

E:Y’Z+anXYZ+a3sYZ? = X2+ a0 X?*Z +asXZ? + a6 Z>, a1, a0,a3,a4,a6 € F.
(1)

Let E(F) be the set of F-rational points of the Weierstrass curves E given in (1). The
chord-tangent process turns E(F) into an abelian additive group with identity element
O = (0:1:0). Since efficiency in computing point addition and doubling is crucial
for ECC, extensive research has focused on elliptic curves over finite fields to improve
their arithmetic performance. In particular, alternative equations, such as the Legendre,
Hessian, Montgomery, and Edwards, are used in ECC which have more efficient arithmetic.
Representing an elliptic curve by these equations all depends on its group structure over the
field F. Furthermore, adopting different coordinate systems, including standard, weighted,
and extended, serves as another strategy to enhance arithmetic operations on elliptic
curves [Sil86, CFA105, Gall2].

In [Mon87], Montgomery introduced the family of Montgomery curves and the Mont-
gomery ladder, initially to enhance Lenstra’s Elliptic Curve factorization Method [Len87].
While they continue to be a vital part of contemporary factoring software, Montgomery
curves are an appropriate choice for ECC due to their efficient arithmetic, most notably
Bernstein’s Curve25519 software [Ber06]. In [Edw07], Edwards introduced the family of
Edwards curves, whose symmetric addition law quickly drew the attention of Bernstein
and Lange so that they proposed using the Edwards curves in ECC [BLO07a]. Inspired
by the family of Edwards curves, they later introduced the family of twisted Edwards
curves in [BBJT08], which covers a larger proportion of elliptic curves by containing both
Edwards curves and their non-trivial quadratic twists. In the same work, they proved that
the family of Montgomery curves and twisted Edwards curves are the same. To enhance
arithmetic efficiency on twisted Edwards curves, they also introduced inverted coordinates
in [BLO7Db]. Hisil et al. in [HWCDO8] proposed extended twisted Edwards coordinates
whose arithmetic is even more efficient compared to the arithmetic of inverted twisted
Edwards coordinates.

Complete addition law. For an elliptic curve E defined over a field F, an addition
law is called F-complete if for any two arbitrary points Py, P, € E(F) the addition law
outputs a point Py + P, € E(FF) without requiring separate considerations for different cases,
ie. PL=Py,or P, =—P,, or P, =0, or P, = O or otherwise. Branching during addition
operations in ECC implementations can expose vulnerabilities to side-channel attacks,
enabling adversaries to extract secret information. One notable example is Simple Power
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Analysis (SPA), where an attacker observes variations in power consumption during scalar
multiplication. By analyzing these power traces, the attacker can deduce the secret scalar
used in the computation without directly breaking the underlying cryptographic algorithm.
To counteract SPA, ECC often uses constant-time algorithms, such as only z-coordinate
operations and complete addition laws, to ensure consistent power consumption. For
more details on only z-coordinate operations of Montgomery curves and the complete
addition law of twisted Edwards curves, see [Mon87, BBJT08, HWCDOS]. Furthermore,
the complete addition law facilitates the efficient implementation of the addition law.

In [BL95], Bosma and Lenstra proved that every addition law on F has at least one
exceptional pair of inputs when considered over F, the algebraic closure of F. Thus, a
F-complete addition law on the elliptic curve E defined over F does not necessarily retain
its completeness when applied to the same elliptic curve F defined over an arbitrary
extension of F. In their work, they demonstrated that the minimum number of addition
laws for a system of complete addition laws for E equals two, i.e. for any pair of points

Py, P, € E(F) at least one of the two addition laws in the collection outputs a point

P3:P1+P2€E(]F).

Related works. Numerous studies have significantly contributed to the development
of complete addition laws for different forms of elliptic curves defined over the finite field
F, [BLO7a, FJ10, RCB16, FH17, KPKK19]. From now on, we shall focus exclusively on
elliptic curves defined over IF, unless specified otherwise. Consequently, we will refer to
the addition law as “complete’ instead of “F,-complete".

In [BLO7a], Bernstein and Lange highlighted that the addition law of Edwards curves
is complete under a certain condition, with a computational cost of 10M + 1S + 1D, where
M, S, and D denote the costs of a multiplication, a squaring, and a multiplication by
a constant in F,, respectively. Then, Bernstein et al. introduced the family of twisted
Edwards curves in [BBJT08] and proved that this family also has a complete addition
law under a certain condition, albeit at a slightly higher cost of 10M + 1S + 2D. In
[HWCDO8], Hisil et al. introduced extended twisted Edwards coordinates and showed that
this representation enables a more efficient complete addition law for twisted Edwards
curves, requiring 9M + 2D and 8M + 1D in general and specific cases, respectively.
Progressing in this field, Rezaeian and Joy [FJ10] presented a complete addition law for
Hessian curves with the cost of 12M + 1D, contributing to the diversification of curve
families with efficient arithmetic properties. Renes et al. applied the methodologies
devised by Bosma and Lenstra to provide an optimized complete addition law with the
cost of 12M + 5D for the elliptic curves without a point of order two [BL95, RCB16].
Their work is significant for achieving secure and exception-free implementations on all
prime order elliptic curves in the NIST and many other standards [fSN23, BHH"14]. In
[KPKK19], Kim et al. investigated two approaches to establish a complete addition law
for Montgomery curves. Their first approach was leveraging the complete addition law of
twisted Edwards curves to find a complete addition law for Montgomery curves using the
birational map between them. However, this approach not only fails to yield a complete
addition law but also has a computational cost of 19M + 1S + 2D, which is significantly
higher compared to those for twisted Edwards curves'. Their second approach adopted
Bosma and Lenstra’s techniques to find a complete addition law for Montgomery curves
under specific conditions, and it has a computational cost of 14M + 2D.

Our contribution. Montgomery curves offer advantages in terms of both speed and
security for cryptographic protocols, making them a popular choice in practical implemen-
tations. However, the complete addition law on Montgomery curves requires 14M + 2D
computations, indicating a substantial gap from optimal efficiency and highlighting the
need for further optimization. The main objective of this work is to develop a highly

n [KPKK19], the cost is incorrectly represented as 16M, and the authors overlooked that the addition
law is not complete.
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efficient and complete addition law for Montgomery curves. Toward the end of this paper,
we will propose novel complete addition laws for Montgomery curves that require only
9M + 2D and 8M + 1D computations in general and specific cases, respectively. Thereby
reducing the computational cost by 6M + 1D compared to the most efficient algorithm
currently known. The contributions of this paper are threefold.

1. We introduce extended Montgomery coordinates as a new representation of points
on Montgomery curves. Employing this coordinate system enables us to define bira-
tional multiplication-free maps between extended twisted Edwards coordinates and
extended Montgomery coordinates. Being multiplication-free is a notable property
that significantly enhances the computational efficiency of transformations between
Montgomery curves and twisted Edwards curves.

2. We employ a technique known as scaling to introduce a new coordinate system,
enhancing the efficiency of addition laws for twisted Edwards curves. This approach
reduces computational costs to between 8M and 9M + 1D.

3. Using the scaling technique and the multiplication-free maps between extended
Montgomery coordinates and extended twisted Edwards coordinates, we present
complete addition laws for Montgomery curves with computational costs of 9M + 2D
and 8M + 1D in general and specific cases, respectively.

Organization. The rest of the paper is organized as follows. In Section 2, we explore
Bosma and Lenstra’s fundamental idea for complete addition laws for elliptic curves,
along with a review of twisted Edwards curves and Montgomery curves. In Section 3,
we explain how the scaling technique will allow us to present addition laws for twisted
Edwards curves at a computational cost of SM+1D and without resorting to IF,-isomorphic
curves. In Section 4, we introduce extended Montgomery coordinates and prove that
every extended Montgomery coordinates is birationally equivalent to an extended twisted
Edwards coordinates, and vice versa. In Section 5, we present our complete addition laws
for Montgomery curves.

Notation. Throughout the paper, the letter p always denotes an odd prime number
and ¢ denotes a prime power of p. For any field F, we denote an arbitrary extension of F
by K, its algebraic closure by F, and its multiplicative group with F*. Let y denote the
quadratic character in F,, where p > 3. Then, for any ¢ where p > 3, we have u = w? for
some w € [} if and only if x(u) = 1.

2 Preliminaries

For a positive integer n and a field F, the projective space P"(F) is the set of points
{(Xo: Xy Xy) | Xo, Xy, -+, Xy, € F}, where for any A € F; we have (Xo: Xy :---:
X)) = (AXo: AXy :---: AX,,). Elliptic curve E given in (1) is defined in P?(F), therefore
the set of F-rational points of E, denoted by E(F), are triples (z : y : 2) € P?(F) which
lie on (1). The chord-tangent process turns the set F(F) into an abelian additive group
with identity element @ = (0: 1:0) and the inverse of any point P = (2 : y : z) € E(F)
is the point —P = (x : —y — a1z — azz : z) € E(F). Given the significant computational
overhead associated with inversions in finite fields as compared to multiplications, ECC
utilizes projective coordinates. This approach allows the implementation of addition laws
in projective space, removing the need for inversions.

2.1 Complete Addition Laws

In this subsection, we briefly review Bosma and Lenstra’s results on a complete set of
addition laws for the elliptic curves E given in equation (1) [BL95].
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Following the notation of Bosma and Lenstra [BL95], let
F(x,y,2) = y%2 + a1oyz + asyz® — 3 — apx®z — ayx2® — ag2® € Flz,y, 2).

For any two positive integers u and v, an addition law of bidegree (u,v) on F is defined
by a set of three polynomials

F[mla Y1, 21,22, Y2, 22]
(F(z1,y1,21), F(72, 92, 22))

XV, Ze

satisfying the following properties. i) X, Y, and Z are bihomogeneous of bidegree (u, ),
that is homogeneous of degree p in the variables x1,y1, 21, and homogeneous of degree v
in the variables xa,ys, z0. ii) If K is an extension field of F, P, = (X7 : Y1 : Z;1) € E(K),
P, = (Xg 1 Y5 Zg) € E(K), and

X3 = X(Xlayla Z17X2aY2’ Z2)7
1/3 - y<X17}/IaZI7X27YV2)Z2)7
ZS = Z(X17Y17Z17X27Y27 ZQ)’

then either X3 = Y3 = Z3 = 0 or the point P3s = (X3 : Y3 : Z3) € F(K) and P; equals to
Py + Py. A pair Py, P, is called exceptional for the addition law if the first case holds, and
if no such exceptional pairs exist for the addition law, then it is called K-complete. Also,
two addition laws are called equivalent if there exists an element d € F* such that X', ), Z
in the first addition law are d times of their counterparts in the second.

A complete system of addition laws on E is a collection of addition laws on E with

the property that for any pair of points Py, P, € E(F), at least one of the addition laws
in the collection outputs a point P3 = P, + P, € E(F). In [LR87], Lange and Ruppert
presented a complete system of addition laws, consisting of three separate laws, each
defined by bihomogeneous polynomials of bidegree (2,2). In [BL95], Bosma and Lenstra
([BL95]) established a foundational result regarding addition laws on elliptic curves, E:
specifically, that each addition law must have at least one exceptional pair of inputs within
the algebraic closure. They characterized all addition laws of bidegree (2,2) through a one-
to-one correspondence between points (a : b : ¢) € P?(F) and equivalence classes of nonzero
addition laws of the same bidegree on E. They proved that the pair Py, P, € E(K) is
exceptional for the addition law corresponding to (a : b : ¢) if P; — P, lies on the intersection
of E(K) and the line aX + bY + c¢Z = 0 in P?(K). This relationship implies that any two
distinct lines in P?(FF) intersecting outside E(IF) can define a complete system comprising
two addition laws on E. For instance, the addition law corresponding to two lines Y =0
and Z = 0, or equivalently corresponding to the points (0 : 1:0) and (0: 0 : 1) in P2,
form one such system. Furthermore, if ag # 0 the addition laws corresponding to two lines
Y =0 and X = 0 constitute a complete system; similarly if bc’ — b'c # 0 the addition laws
corresponding to two lines bY + ¢Z = 0 and 'Y + ¢/Z = 0 represent another complete
system. Thus, Bosma and Lenstra conclusively demonstrated that the minimal number of
addition laws required to form a complete system on E is two.
In their work, they present three addition laws

A= (X111 21), A= (Xo: )1 2y), As3=(A3:)3:Z3)
corresponding to the points
(0:0:1), (0:1:0), (1:0:0),
and show that the addition law corresponding to the point (a : b : c) € P?(F) is

aAs + bAs + cA; = (aX3 +bXo + cXy :aYs +bYo + ey 1 aZs + b2y + ¢2).
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Since there is no point of order two on an elliptic curve E over F, there is no point
on the intersection of the line Y = 0 and E(F). Therefore, the addition law Az, which
corresponds to the point (0:1:0) € P2, is a F-complete addition law on E. Employing
this insight, Renes et al. in [RCB16] introduced an optimized F,-complete addition law
with the cost of 12M + 5D for odd-order elliptic curves defined over Fj,.

2.2 Montgomery Curve

A Montgomery curve over Iy is defined by the affine equation
Enap: Bv? =u® + Au® +u, A,BeF, B(A*-4)#0. (2)

Let Ea,a,5(Fy) be the set of all affine F-rational points of points on Eas 4, 5. Using the
substitution (u,v) = (U/W,V/W), the projective form of the Montgomery curve (2) is as
follows:

Enap: BV2W =U? + AU*W + UW?,  B(A?—4) #£0.

Let Eas 4 5(F,) be the set of all Fy-rational points of Eps 4. 5. In such a case, each affine
point (u,v) € Enr,a,8(Fq) is represented as (v :v: 1) € Eya (Fy). Also, (U:V:W) e
Ena,5(F,) with W # 0 represents the affine point (U/W,V/W) € Ep a.5(F,). There
is only one point at infinity O = (0 : 1 : 0) on Ejs 4 5 and the negative of every point
(U:V:W)eEmaply)is(U: -V :W) e Epmap(F,). For two given projective points
P1 = (U1 : V1 : Wl), and PQ = (UQ : ‘/2 : Wg) in EM,A,B(IFq)7 P3 = P1 +P2 is Computed as
follows. If either of the points is the point at infinity, then P; equals to the other point,
and if Py = —P5, then P; + P, = O. Otherwise P; = (Us : V5 : W3), where

Us = BIH W\ Wy — (AW Wy + Uy Wy + Uy Wy ) H,
Vs = —BIEW Wy + (AW, Wy + 2U,Wo + Uy W) [ H? — ViWL H3,
W3 = H} W, Ws.

and

(I, Hy) = (VoWy = ViWsy, UsWy — Ui Ws),  if Py # Py,
bt (3U2 + 24U, W, + W2, 2BV,W,), if P, = P».
The computation of P3 = P; + P, using this addition law necessitates a case-by-case

analysis of the inputs, indicating that the law is not complete. Also, the cost of addition
and doubling is 13M + 2S + 2D and 11M + 3S + 4D, respectively [KPKK19]?.

2.3 Twisted Edwards Curve

In [EdwO07], Edwards proved that, if F is algebraically closed, every elliptic curve over a
non-binary field F can be represented as a normal form 22 + y? = ¢?(1 + 2%y?) with ¢® # c.
However, over a finite field F,, only a small fraction of elliptic curves can be expressed in
this form [FS10, FMW12]. Covering a larger fraction of elliptic curves over F, prompted
Bernstein and Lange to introduce the family of Edwards curves given by the equation
22 4+ y* = 1+ da?y?, with d € F, and d(d — 1) # 0 [BLO7a]. Their first algorithms for
computing the group operations on projective coordinates indicated efficiency for Edwards
curves, which is an essential parameter in ECC. In [BBJT08], Bernstein et al. generalized
the family of Edwards curves to a bigger family called twisted Edwards, which contains
both Edwards curves and their twists.

2In [KPKK19], the cost of addition and doubling are given 13M + 2S + 1D and 11M + 3S + 2D,
respectively, based on the condition B = 1.
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Twisted Edwards Curves. A twisted Edwards curve over Fy is defined by the affine
equation

Erpad:ar® +y* =1+ do’y?, a,delF,, adla—d)#0. (3)

Let Erg q,a(Fy) be the set of affine Fy-rational points of Epg . q and (z1,31), (z2,y2) €
ErE,q,da(Fg). The affine addition law for twisted Edwards curves is defined as

T1Y2 +Y1T2  Y1Y2 — AT1T2 ) — (23, 95) (4)
- 3,93)-

z x =
(71,91) + (22, Y2) <1+dx1x2y1y2’ | — derzatnys

The point (0,1) is the identity element and the negative of every point (x,y) is (—z,y).
This addition law is unified, i.e. supports both addition and doubling, and is proven to be
complete if x(d) = x(ad) = —1 [BBJT08].

Hisil et al. in [HWCDOS] presented another addition law for twisted Edwards curves as

T1Y1 + TaY2  T1Y1 — TaY2 |
) - (51737?/3)- (5)
Y1Y2 +axr1T2” T1Y2 — Y122

(21,91) + (22,92) = (

Both addition laws (4) and (5) yield identical outputs, however, the later cannot compute
the point doubling and the exceptional cases arise even when x(d) = x(ad) = —1.

Using the substitution (z,y) = (X/Z,Y/Z), the projective form of the twisted Edwards
curve (3) in the projective space P? is the following equation

Erpaa: (aX?+Y?)Z? = Z* + dX?Y?, ad(a — d) # 0.

Let Erg.q,4(F,) be the set of F,-rational points of the twisted Edwards curve Erg 4 4.
Each point (z,y) € Ergqq(Fy) is represented as (z : y : 1) € Ergqq(F,). Also,
the projective point (X : Y : Z) € Eqrg q,4(F,) with Z # 0 represents the affine point
(X/2,Y)Z) € Erg,q,4(F,). Moreover, Erg 4 4(F,) has two points at infinity O; = (1:0: 0)
and Oy = (0 : 1 : 0), which are both singular even if ad(a — d) # 0. In the nonsingular
model of Erg 4.4, the point O; splits into two distinct F4-rational points if x(ad) =1
and is removed if x(ad) = —1. Similarly, above the point Os, there exist exactly two
distinct points if x(d) = 1 and no point if x(d) = —1. So, if x(d) = x(ad) = —1, then
Ergo.a(Fy) = Erp,qq(Fy) [FH17]. For two given points (X; : Y7 : Z1), (Xo : Yo : Z5) €
Erg q.qa(Fy), the projective addition law outputs (X3 : Y3 : Z3), where

X3 =21Z5(X 1Yo + Y1X2)((Z122)* — dX1X2Y1Y2),
Y3 = Z1Z5(Y1Ys — aX1X2)((Z122)? + dX1X2Y1Ya),
Zs = ((Z122)? — dX1 XoY1Ya)((Z122)% + dX1 X2 Y1 Y5).
The identity element of this addition law is (0 : 1 : 1) and the negative of every point

(X:Y:Z)is (=X :Y : Z). Also, the computational costs for addition and doubling are
10M + 1S + 2D and 3M + 4S + 1D, respectively [BBJT08].

Inverted Twisted Edwards Coordinates. In [BLO07a], Bernstein and Lange introduced
inverted Edwards coordinates to enhance the efficiency of arithmetic on twisted Edwards
curves. Subsequently, in [BBJT08], they introduced inverted twisted Edwards coordinates,
where (X : Y : Z) with XY Z # 0 that satisfies equation

X272 +aY?7? = X?Y? +dZ*,  ad(a—d)#0

represents the affine point (Z/X,Z/Y) € Erg q.4(F,). This coordinate system reduces
the cost of addition and doubling laws to 9M + 1S 4 2D and 3M + 48 + 2D, respectively.

Ezxtended Twisted Edwards Coordinates. To enhance the efficiency of point multipli-
cation and remove the singularity of the points at infinity O1, O3 € Erg q,4(F,), Hisil
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et al. considered twisted Edwards curves in P? [HWCDO8]. Later, Bernstein and Lange
examined twisted Edwards curves in P x P, introducing a complete set of addition laws for
twisted Edwards curves [BL09]. Our new complete addition law for Montgomery curves
has a significant correlation with the twisted Edwards curves represented in P3.

Twisted Edwards curve Erg 4 over Iy in extended coordinates is represented as

Erpaa:aX?+Y? =22 +dT?, XY =ZT. (6)

Let Erp,q,a(Fy) be the set of Fy-rational points of Erg 4,4. In this coordinate, if x(ad) =1
the F,-rational points (1 : 0 : £+4/a/d : 0) € Erg q,qa(F,) are above the singular point
01 € Ergq.q, and if x(d) = 1 the the Fy-rational points (O : +vd:1: 0) € Erp,a,d are
above the singular point Oy € Erg o4 [HWCDOS, FH17].

The addition law (4) for Erg q.qa(F,) takes two points Py = (X7 : Y7 : T7 : Z7) and
Py =(Xy:Ys:Ty:Zy) in Erg q.q4(F,) and outputs Ps = (X3 : Y3 : T3 : Z3), where

X3 = (X1Y2 + YlXQ)(leQ - dT1T2), YB = (Y1Y2 - aXlXQ)(le2 + dTlTQ)v (7)
Ts = (V1Ys — aX1X2) (X1 Yo + Y1 Xs),  Zy= (2125 — dT\To)(Z1 2 + AT\ Ts).

The identity element of this addition law is (0: 1:0: 1), and the negative of a point
(X:Y:T:2)is (=X :Y:-T:Z). The point (0: —=1:0:1) is a point of order 2, and
the points (1:0: +£4/a/d : 1) are the points of order 2 if x(ad) = 1.

As shown in [HWCDOS], this addition law requires 9M + 2D computation. The mixed
addition formula involves adding a point (X; : Y7 : 77 : Z1) to an extended affine point
(2, Y2, 2y2), or equivalently (z2 : ya : 22y2 : 1) and incurs a cost of SM +2D. Furthermore,
if x(—a) =1 then &g 4,4 is Fy-isomorphic to the twisted Edwards curve Erg 1 4/, via
the map (X,Y,T,2) — (X', Y, 7", Z') = (v/—aX,Y,/—aT,Z). As shown in [HWCDO0g],
for the twisted Edwards curve Erg 1 _g4/q, the addition law (7) and its mixed addition
law require 8M + 1D and 7M + 1D computations, respectively.

The addition law corresponding to (5) takes two points P; = (X3 : Y7 : T1 : Z7) and
P,=(X2:Yy: Ty :Zs) in Erg q,a(F,) and outputs Py = (X3 : Y3 : T3 : Z3) € Erp,a,q 88

X3 =(T1Zy+ Z1T2)(X1Ys — Y1 X5), Ys = (ThZs — Z1Ts) (Y1Ya 4+ a X1 Xo), (8)
Ty = (T1Zy + Z1T>)(Th Zo — Z1T), Zs = N1Ys + aX1X0)(X1Ye — Y1 X0).

The addition law (8) is neither unified nor complete and requires 9M + 1D, while its mixed
addition needs 8M + 1D. The given addition laws in (7) and (8) produce the same outputs.
However, the addition law (8) has exceptional cases even if x(d) = x(ad) = —1. Using
these two addition laws, two other addition laws with the computational costs 9IM + 2D
and 9M + 1D were presented in [HWCDO0S] as follows

X3 = (leg + ZlTQ)(leQ — dT1T2)7 Yg = (Y1Y2 — aXng)(YlYg =+ aXlXQ), (9)
Ty = (ThZ2 + Z1To)(Y1Y2 — aX1Xs), Z3 = (1Yo +aX1X2) (2122 — dNT),

and

X3 = (X1Ys + V1 X0) (X1 Y2 — V1 Xs), Ys = (Th1Zy — Z11o)(Z1Z2 + dhWTo),  (10)
T3 = (X1Yo + 1. X0)(Th Zo — Z1T3), Z3 = (Z1Zy + dT1 T2)(X1Ys — Y1 X>).

As mentioned before, the addition law (7) for Erg q.q is complete if x(d) = x(ad) = —1.
In [FH17], Rezaeian et al. proved that E1g o4 and Erg g4 are connected through the map

5TE,a,d(IFq) — 5TE,d,a(Fq)a (11)
X:Y:T:2)-(T:Z:X:Y).
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Using this map, they proved that the addition law (9) is complete for Erg 4.4 if x(a) =
x(ad) = —1. Therefore, if x(ad) = —1, a complete addition law exists for the twisted
Edwards curve Erg q.4-

The following proposition uses the map (11) to relate the addition laws of Erg 4,4 with
those of &rg 4. This correspondence explains the completeness of the addition law (9)
for Er.0.4 when x(a) = x(ad) = —1.

Proposition 1. Let a,d € Fy such that ad(a — d) # 0. The addition laws given in (7),
(8), (9), and (10) for Erp,a,q correspond to the addition laws (9), (10), (7), and (8) for
ETE d,q, TESPectively.

Proof. First, we reformulate the addition laws (7), (8), (9), and (10) for Erg 4,4 using the
following components. Let

X =(X1Y2+ V1 X5), Z = (2175 + d1'T3), (12)
YV =MYs —aX; Xy), T = (212> — dThT3), (13)
X/ = (lez + ZlTQ), Z, = (Y1Y2 + (LXlXQ), ( )
yl = (T1Z2 - Z1T2), T/ = (X1Y2 - Y1X2)- ( )
Then, for gTE,a,d

o The addition law (7) outputs (X5 : Y3 :T5: Z3) = (XT : YZ: XY : ZT),

o The addition law (8) outputs (X5 :Y5:T3: Z3) = (X'T': V' 2 XY : Z2'T"),

o The addition law (9) outputs (X5: Y3 :T5: Z3) = (X'T : YZ': X'Y: Z2'T),

e The addition law (10) outputs (X3 : Y3 : T5: Z3) = (XT' : V' Z: XY : ZT7).

Clearly, Erg,q,a and Erp 4., have swapped coefficients, and the map (11) swaps X with T
and Y with Z. Therefore, using the map (11) tuple (X, Y, T,2Z, X", V', T, Z’) for Erga.a
will be transferred to the tuple (X', T,), 2", X, T",Y', Z) for Erg 4. Consequently, for
ETEda

e The addition law (7) outputs (X3 : Y3 :T5: Z3) = (X'T : YZ' : X'Y: Z'T),

o The addition law (8) outputs (X5 :Y3:T3:Z3) = (XT' : Y Z: XY : ZT"),

o The addition law (9) outputs (X5: Y3 : T3 : Z3) = (XT : YZ: XY : ZT),

o The addition law (10) outputs (X5 : Y3 : T5: Z3) = (X'T': V' 2 : XY : Z'T").

A simple comparison shows that the addition laws (7), (8), (9), and (10) for Erg 4 q is the
same as the addition laws (9), and (10), (7), and (8) for &g q4.q, respectively. O

In [BL09], Bernstein and Lange introduced alternative coordinates to represent the
twisted Edwards curve Erg 4 in which it provides a IF—complete set of addition laws.
In this coordinate system, a point (z,y) € Erg,q,q(Fq) is mapped to ((z :1),(y: 1)) €
P(F,) x P(Fq). Thus, the twisted Edwards curve (3) in the projective space P x P, is
obtained through the substitution (z,y) = (X/Z,Y/T), leading to the equation

Erpad:aX?T? +Y22% = 2°T? + dX?Y?2. (16)

Let Erp q,.qa(Fy) be the set of all (X : Z), (Y : T)) € P(F,) x P(F,) that satisfies (16). For
two points Py = (X1 : Z1), (Y1 : Th))) and Py = (X2 : Z2), (Y2 : T2)) in Erg 4,4(F,), their



746 Faster Complete Addition Laws for Montgomery Curves

F-complete set of addition laws outputs either ((X3 : Z3), (Y3 : T3)) or ((X3: Z3), (Y3 : 13))
asPs =P+ Pe€ ETE,a,d(]Fq)’ where

X3 = X1YoZoTh + XoY1 21T,
Yg = Y1Y22122 — aXlXQTlTQ,

Z3 = Z1ZThTh + dX1 X2Y1Ys
T3 = lengTQ — dX1X2Y1Yé.

and

X5 = X\V12:T + XoY2 21T,
Y3’ = X1Y122T2 - X2Y2Z1T17

Zé = aX1X2T1T2 + Y1Y221227
Té = Xl}/QZQTl - XQlelTQ.

Remark 1. Similar to Bernstein and Lange’s result, we can show that the addition laws
(7) and (8) as well as the addition laws (9) and (10), each form distinct F-complete sets of
addition laws.

Table 1: Cost of addition laws for twisted Edwards curves in different coordinates. (Ext.
and Inv. stand for Extended and Inverted, respectively.)

Curve Addition Doubling Completeness (Addition) Unified

Edwards (Ed.) [BL0T7a] 10M + 1S+ 1D 3M + 4S8 x(d)=-1 Yes
Inverted Ed. [BLO7b] 9M + 1S+ 1D | 3M +4S + 1D No Yes
Twisted Ed. [BBJ*08] 10M + 1S + 2D | 3M +4S + 1D x(@) =1, y(d) = —1 Yes
Inv. Twisted Ed. [BBJT08] | 9M +1S+2D | 3M +4S + 2D No Yes
Ext. Twisted Ed. [HWCDOS] 9M + 2D 4M +4S + 1D x(a) =1, x(d) = -1 Yes
Ext. Twisted Ed. [HWCDOS] 9M + 1D 4M +4S + 1D No No
Ext. Twisted Ed. [HWCDOS§] 8M + 1D 4AM + 48 a=-1,x(-1)=1, x(d) = -1 Yes
Ext. Twisted Ed. [HWCDOS] 8M - No No
Ext. Twisted Ed. [FH17] 9M + 2D - x(a) =-1, x(d) =1 Yes
Inv. Twisted Ed. [LY22] IM + 2D 4M + 48 + 2D x(a) =1, x(d) = -1 Yes
Inv. Twisted Ed. [LY22] 8M + 1D AM+4S+1D | a= -1, x(-1) =1, x(d) = -1 Yes

2.4 Complete Addition Law for Montgomery Curves

In this subsection, we will review two approaches that were investigated in [KPKK19] for
establishing a complete addition law for Montgomery curves. The first method leverages the
mutual relationship between Montgomery curves and twisted Edwards curves in projective
space P?(F,), whereas the second employs the Bosma-Lenstra technique to establish a
complete addition law for Montgomery curves. It must be emphasized that the first
approach does not result in a complete addition law, which was not stated in [KPKK19].
The computational cost of the addition law of the second approach is 14M + 2D. In
Section 5, we present a significantly more efficient complete addition law for Montgomery
curves, which requires only 9M + 2D and 8M + 1D computations in general and specific
cases, respectively.

First approach. In their seminal work on the Edwards curves, Bernstein and Lange
established a fundamental equivalence between the family of Montgomery curves and
the family of twisted Edwards curves [BBJT08]. Beyond this equivalence, they explicitly
provided the birational maps that correspond Montgomery curves to twisted Edwards curves
and vice versa. Specifically, if a,d, A, B € Fy, where ad(a —d) #0, A=2(a+d)/(a — d)
and B = 4/(a — d), the explicit rational maps between the twisted Edwards curve Erg 4.4
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and the Montgomery curve Ejs 4 g are defined as

Y :Ergad— Emasp (17)
v o )(0:0:1), if(X:Y:Z)=(0:-1:1),
VX Y:2)= {(X(Z +Y):Z(Z+Y): X(Z-Y)), otherwise, where Z # 0.
and
v Eymas = Erpad (18)
(0:1:1), if(U:V:W)=(0:1:0),
PHU:V W)=¢(0:—1:1), if(U:V:W)=(0:0:1),

UU+W):V(U-W):V(U+W)), otherwise.

In [KPKK19], Kim et al. claimed that the following calculation yields a complete
addition law for Montgomery curves over F, if x(d) = x(ad) = —1. However, this is
incorrect due to the exceptional points of the maps 1 and ¢~!. Their main idea is
as follows. To compute P; + P, for points P;, P, € Ej 4 p, one initially computes
~1(Py) and =1 (P) to obtain the corresponding points on Erg 4 4(F,), necessitating
6M computations. Then, ¢y~ (Py) + ¢~ (P) is computed with a cost of 10M + 1S + 2D.
Finally, the map % is applied to the result to obtain P; + P, = ¢(¢~1(Py) + ¢~ (),
requiring an additional 3M computations, resulting in a total computational cost of
19M + 1S + 2D.

Second approach. Every Montgomery curve Eps 41 : V2W = U3+ AU?*W +UW? can be
considered as a Weierstrass curve given in (1) with (a1, as, a3, a4, ag) = (0, A,0,1,0). Using
this coincidence, Kim et al. introduced a complete addition law for the Montgomery curves
Er 4,1 by the Bosma-Lenstra method [KPKK19]. More precisely, having an irreducible
polynomial X?+ AX?+ X —s? € F,[X] implies that there is no point in Eps 4.1 (F,) with a
y-coordinate of s. Consequently, the line defined by Y —sZ = 0 does not intersect Eps 4,1 in
P%(F,). Employing the Bosma-Lenstra method, as outlined in subsection 2.1, the addition
law Ay — sAj, corresponding to the point (0:1: —s), serves as a complete addition law
for these Montgomery curves as follows. Let (X; : Y1 : Z1), (X2 : Ya : Z3) € Eppa1(Fy),
their addition law outputs (X3 : Y3 : Z3) where

Xs=C+D, Ys=E+F, Z3=2U-W)R+V)+C-D+E—~F

and

R=Y1Z>+Y272,, W =sY1Z2 = YaZh) + (X122 + X2Z1) + AX 1 X2 + V1Yo,
S =s(X1Ys — XoW1) + X1 Xo — Z1 75, U=s(X122— X27p) — (X1Ya + XoY1),
V = A(X1Z2 + XzZl) +3X1 Xo + 2125, T = (Xle + X2Z1) + AX1 X5 — Y1Y5,

C=(R+T)S-U),D=(R-T)S+U),E=(T+V)W —8),F=(T—V)(W+S8).

The computational cost of this complete addition law is 14M + 2D. It also requires
3s+31 additions in I, thus the existence of a small s for a Montgomery curve enhances the
efficiency of its point additions. In Table 1 of [KPKK19], Kim et al. provide a list of known
Montgomery curves with small s, but they did not prove that such a small s exists for
every Montgomery curve Es 4 1. In Section 4, we present an innovative multiplication-free
birational map between twisted Edwards curves and Montgomery curves, which enables us
to develop a complete addition law for the family of Montgomery curves at a reduced cost
of 8M + 1D, representing a significant decrease of 6M + 1D.

Remark 2. The family of Montgomery curves can be divided into two subfamilies: those
with x(B) = 1 and those with x(B) = —1. Clearly, the later subfamily is the non-
trivial quadratic twist of the first subfamily. Using the map (U, V,W) — (U", V', W') =
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(U,vBV,W), every Montgomery curve Ej;, A,p in the first subfamily is Fg-isomorphic
with a Montgomery curve Ejps 4,1. Thus, the second approach can be generalized for the
family of Montgomery curves with x(B) = 1.

3 Reuvisited Addition Law for Extended Twisted Edwards
Coordinates

Hisil et al. in [HWCDOS] explained that if x(—a) = 1, then Erg q,q is Fg-isomorphic to
ErB,—1,—d/a> Whose addition law (7) has a computational cost of 8M + 1D, compared
to 9IM + 2D for the same addition law on E7g 4,4. This indicates a preference for using
ErE,~1,—d/a- In this section, we introduce a new coordinate system and demonstrate
how to compute the addition law on £rg . 4 with the same cost as the addition law on
Erp,—1,-d/a When x(—a) =1 or x(—d) = 1. This is achieved using a technique called
scaling, without resorting to F,-isomorphic curves of Erg q,4-
Our new coordinate system is defined as follows:

c o oo J(W=aX Y \/=dT: Z), if x(—a)
(X'Y'T'Z)_{(MX:Y:\/TIT:Z), if x(—d)

if (19)

As highlighted in Subsection 2.3, the addition laws (7), (8), (9), and (10) have compu-
tational costs of 9M + 2D, and 9IM + 1D, 9M + 2D, and 9M + 1D. The following theorem
demonstrates that by using the coordinate system (19), we can scale these addition laws
for £7g,q,q4 to reduce their computational costs. Specifically, the costs are reduced to
8M+ 1D, 8M, 9M + 1D, and 9M + 1D respectively if x(—a) =1 (to IM + 1D, 9M + 1D,
8M + 1D, and 8M respectively if x(—d) = 1).

Given two pOil’ltS P1 = (Xl : Yl : Tl : Zl) and P2 = (X2 : Y2 : T2 : Zg) in STE,a,d(Fq)a
to compute P; + P5, we must transform P; and P» into the new coordinate by multiplying
their first and third coordinates by \/—a (by v/—d for the second case) to reach the
points (X1,Y1,T1,Z1) and (Xo,Ys,Ts, Z5). The sum P, + P, is given by (X3/v/—a :
Y5 : Tg/\/ja : Zg,) S 5TE,a,d(]Fq) (by (Xg/\/jd : }/3 : Tg/@ 17Z3) S 6TE,a,d(Fq) for
the second case). For computation, we handle (X3 : Y5 : T3 : Z3) ¢ Ergq.qa(F,) and
retrieve P, + P, by multiplying the first and third components by \/%7 (by \/%7 for
the second case). The multiplications by v/—a and \/%7 (or v/—d and \/%71) are not
included in the computational cost because, during the scalar multiplication kP, where
ke€eZand P=(X:Y :T:2Z) € Erp,a4F,), these multiplications are computed
only at the beginning and the end of the algorithm. In fact, unlike standard scalar
multiplication algorithms that take k € Z and P = (X : Y : T : Z) € Erg,q,a(Fq) and
output kP € Erg.q,4(Fy), the scalar multiplication based on the following technique takes
k€Zand (vV—aX :Y :/=aT : Z) (or (V—dX :Y :/—dT : Z) for the second case) as
input, and retrieves kP in the final step by multiplying the first and third coordinates by

L (or \/%7 for the second case). Therefore, these multiplications are excluded from the

V—a
computational costs.

Theorem 1. Let a,d € F, such that ad(a — d) # 0.

1. If x(—a) = 1, then the addition laws given in (7), (8), (9), and (10) for Erg.aqd
can be optimized, reducing computational costs to 8M + 1D, 8M, 9M + 1D, and
9M + 1D, respectively.

2. If x(—d) = 1, then the addition laws given in (7), (8), (9), and (10) for Erg a4 can
be optimized, reducing computational costs to 9OM + 1D, 9M + 1D, 8M + 1D, and
8M, respectively.
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Proof. In both cases, we use the scaling method to define new coordinates, allowing us
to reformulate the equations (12), (13), (14), and (15). This adjustment optimizes the
computational cost associated with Py + Ps.

1. If x(—a) = 1, then coordinates (X : Y : T : Z) (\/faX Y :/—aT : Z) are well-
defined. In this coordlnate system, (X1 YTy Z1) = (V—aX1: Y1 :/—=aT\ : Z1)

and (Xo: Yo : Ty : = (v—=aXs:Ys:y/—aTy : Z3). Defining new variables
_ o _ . d- -
X =(X1Y2+ 11 Xo), Z= (2125 — ET1T2)7 (20)
o _ 4 -
Y=MYs+ X1 Xy), T =(Z12> + ETlTQ)a (21)
X' = (TvZy + 21 T5), Z'= (WY, — X1 X5), (22)

V' = (ThZy — ZiTy), T = (X1Yz — Y1 Xo), (23)
shows that the variables X', Y, T, Z,&",)’,T’, and Z’ given in (12), (13), (14), and
(15) are in relation with variables X, ), T, Z,X’,)', T, and Z’ as follows

1 _ _ _ _
X=——Xx, Z=2z, -y, T=T, 24
— Y=y (24)
X' = ! X’ zZ =2z Yy = 1 y. T = 1 T
vV—a ’ NE vV=a

The addition laws presented in Proposition 1 are expressed in terms of X, Y, T, Z, X/,
V', T, and Z'. Using the relations given in (24) and the fact that the first and third
coordinates need to be multiplied by \/—a, we can express (X3 : Y3 : T3 : Z3) in

terms of X, YV, T, Z, X, V', T, and Z', as
« For the addition law (7), (X3 : Y3 : T3 : Z3) = (vV=aXT : YZ : \/=aXD :
ZT)=XT:YZ:XY:27).
« For the addition law (8), (X3 :Y3:Ts: Zs) = (vV—aX'T' : V'Z': y=aX'Y' :
Z/T/) — (X/T/ . y/Z/ . X/y/ . ZIT’)-
« For the addition law (9), ()_(j;j Y3 :Ty: Z3) = (V—aX'T : YZ': /=aX'Y
ZT)=(X'T : YZ': XY : Z'T).
« For the addition law (10), (83, Y3 Ty Z3) = (V—aXT' : V' Z:\/—aXY :
ZT)=(XT': V' Z: XY : ZT").
The following arithmetic demonstrate the procedure of computing the addition laws

(7), (8), (9), and (10) for Erg 4,4, where their computational costs are 8M + 1D,
8M, 9M + 1D, and 9M + 1D, respectively.

Addition (7)
A (X147 (Ko 4 Ta), B (Xn—T)(Xa—TVa), C< 712, D<—§T1T2,
X+~ A-B, Y+ A+B, Z+20C-D), T+ 2C+D),
Xy XT. Vs VE Ty XV, Zye 2T
(25)
Addition (8)
BTy, Fe il Ge (V4 X0)(Ya—Xa), He (Vi — X1)(Ya + Xa),
X' «2E+F), Y+2E-F), 2 +G+H T +G-H,
X e XT, Ve VB Ty XY, Zye BT
(26)
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Addition (9)

A(—XlXQ, B(—Ylffg, C(—leg, D(—Tlfg,
o _ _ _ d
X (T1+2))(Ty+2s)—C—D, Y« B+A, Z«B-A T« C+°D,

a
X3 X'T, Y322 T3+ XY, Z3+ 2'T
(27)
Addition (10)
E<_Y1X2, F(—Xlif% G<—2122, H(—Tlfg,

_ _ _ _ _ _ _ d _
X(—F—FE, y’<—(T1—Zl).(T2+Z2)—H—|—G, Z<_G_5H’ T’%F—E,
Xg < )?7:/, )73 — 37/2 Tg — 2\?)7’, 23 — 27:,
(28)

2. If xy(—d) = 1, then new coordinates (X : Y : T: Z) = (vV—dX : Y : \/—dT : Z) are
well-defined. Consequently, (Xg Y3 :Ts: 23) can be computed in the addition laws
(7), (8), (9), and (10) for Erp 4,q. According to Proposition 1, these addition laws
correspond to the addition laws (9), (10), (7), and (8) for Erg 4.4, which completes
the proof.

O

Corollary 1. Let a,d € F, such that ad(a — d) # 0.

1. Let x(—a) = 1. If ¢ =1 (mod 4) and x(d) = —1, then the addition law (7) is
complete for Erpaq. If ¢ =3 (mod 4) and x(d) = 1, then the addition law (9) is
complete for E1g 4.4

2. Let x(—d) =1. If g =3 (mod 4) and x(a) = 1, then the addition law (7) is complete
for Ergaa. If =1 (mod 4) and x(a) = —1, then the addition law (9) is complete
for ETE.a.d-

Proof. The addition laws (7) and (9) are complete if x(d) = x(ad) = —1 and x(a) =
x(ad) = —1, respectively. Thus, if x(—a) = 1, then the addition law (7) is complete if
g =1 (mod 4) and x(d) = —1, and the addition law (9) is complete if ¢ = 3 (mod 4)
and x(d) = 1. If x(—d) = 1, then the addition law (7) is complete if ¢ =3 (mod 4) and
x(a) =1, and the addition law (9) is complete if ¢ =1 (mod 4) and x(a) = —1. O

Table 2: Revisited Addition for Extended Twisted Edwards Coordinates

Addition Condition Map Cost Condition for completeness
(25) SM+1D | ¢g=1 (mod 4), x(d)=-1
26 oo 8M Incomplete
(26) X(—a)=1| (X:Y:T:2)=(/—aX,Y,/—aTl,Z) P
(27) IM+1D | ¢=3 (mod4), x(d)=1
(28) 9M + 1D Incomplete
Analogous to (25) 8M+ 1D | ¢ =1 (mod 4), x(a)=-1
Analogous to (26 - - 8M Incomplete
¢ (26) X(—d)=1| (X:¥:T:2) = (V=dX,Y,V/=dT, 2) P
Analogous to (27) IM+1ID | ¢=3 (mod4), x(a)=1
Analogous to (28) IM + 1D Incomplete

Table 2 summarizes Theorem 1 and Corollary 1 regarding the computational costs and
the completeness of the addition laws (7), (8), (9), and (10) for Erg 4.4- The table indicates
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that, when ¢ =1 (mod 4) then &rg o4 has complete addition laws with costs 8M + 1D
if x(ad) = x(d) = —1 or x(ad) = x(a) = —1. Conversely, for ¢ = 3 (mod 4), Ergq.q
has complete addition laws with costs 9M + 1D under the same conditions. Moreover, if
x(—a) =1 or x(—d) = 1, we have incomplete addition laws for Erg . ¢ With computational
costs of 8M.

4 Extended Montgomery Coordinates

As highlighted in Subsection 2.4, two maps, ¥ : Erg 44 = Eum, 4, and (R Ey oo —
Erg .4, were used in [KPKK19] to establish an addition law for the Montgomery curves.
However, this addition law is not complete due to the exceptional points of the maps ¥
and ¢~!. Additionally, its computational cost is 19M + 1S + 2D. We propose replacing
1 and 1~! with two more efficient maps, 7 and 7!, which present an addition law for
Montgomery curves Ej; 4, g with a computational cost of 15M + 2S + 2D. Nevertheless,
this addition law remains incomplete because of the exceptional points of the maps 7 and
7~!, we can employ these maps to introduce two multiplication-free maps, ¢ and ¢!,
between Montgomery and twisted Edwards curves in extended coordinates. The maps ¢
and ¢! are multiplication-free and have no exceptional points; thus, they not only induce
the complete addition laws of twisted Edwards curves to Montgomery curves but also
reduce the computational costs to 9M + 2D and 8M + 1D, respectively, matching the
computational costs of the complete addition laws for twisted Edwards curves. Let

(e gTE,a,d(Fq) — EM,A,B(FQ>7 (29)

(0:0:1), if(X:Y:T:Z)=(0:-1:0:1),

(X:Y:T:2)— ]
(X+T:Z+Y:X—-T), otherwise.

and
7t Eama,5(Fy) = Erpaa(Fy), (30)
(0:1:0:1), if(U:V:W)=(0:1:0),
U:V:W)—=4(0:-1:0:1), if(U:V:W)=(0:0:1),

UU+W):VU-W):UU-W):V(U+W)), otherwise.

These two maps are computed using the following diagram

-1

P
Ergoad—EmaB ErE .4 En,aB
p ot
T / l —
5TE',a,d gTE,md

where p : Erpad — Erpgea is defined by p(X : Y : T : Z) = (X 'Y : Z), and
p Y Erpad— Erpaaisgivenby po (X Y 1 Z)=(XZ:YZ: XY : Z%)if Z #0. For
twisted curves over Fy, we note that p(1:0: £+y/a/d:0) = (1:0:0) if x(ad) = 1 and
p(0:4+Vd:1:0)=(0:1:0) if x(d) = 1.

In contrast to ¥, which requires 3M computations, 7 avoids this cost. This is because
we can simplify the map m = v o p using the equality XY = TZ, eliminating the 3M
computation needed to transport points on Erg q,q to Eas 4,5 as follows

(XY T:2)=y(pX:Y:T:2) = v(X:Y:2)

= (XZ+XY:Z*+2Y : XZ - XY)
(XZ+TZ:2°+2Y : XZ-TZ)
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= (X+T:Z+Y:X-T).

Moreover, using this extended coordinate system allows us to reduce the computational
cost of 10M + 1S + 2D to 9M + 2D. Therefore, employing 7 and 7~ !, rather than
and ™!, results in an addition law with computational cost of 15M + 2S + 2D in the
general case. More concretely, to compute P; + P, for points P, P> € Ejf 4 p, one initially
computes the corresponding points 7= (Py), 71 (P) € Erp a.qa(F,), necessitating 6M + 2S
computations, then computes 7= 1(Py) + 771 (P2) € Erp,q.q(F,) with the computational
cost of 9M + 2D. Finally, applies the multiplication-free map 7 to the output to obtain
P+ Py = n(r=Y(P) + 7 1(P)), resulting in a total computational cost of 15M +2S + 2D.
In addition, when ¢ = 1 (mod 4) if x(ad) = x(d) = —1 or x(ad) = x(a) = —1, this
computational cost can be reduced to 14M + 2S + 1D as the computational cost of Erg 4,4
can be reduced to 8M + 1D.

In the rest of this Section, we investigate how to present maps between twisted Edwards
curves and Montgomery curves such that they i) have no exceptional points as ¥, =1, =,
and 771, and ii) are multiplication-free in both directions, from twisted Edwards curves to
Montgomery curves and vice versa. These properties not only allow the complete addition
laws from twisted Edwards curves to be applied to Montgomery curves, but they also
reduce the computational costs to 9M + 2D and 8M + 1D in general and specific cases,
respectively. To achieve this goal, we introduce a new representation system for points on
the Montgomery curves, called extended Montgomery coordinates.

In Subsection 2.3, we discussed how Hisil et al. used an auxiliary coordinate t = zy to
enhance the arithmetic efficiency on twisted Edwards curves [HWCDO08]. In this coordinate
system, each point (x,y) on the curve Epg , ¢ defined over F, corresponds to the point
(x,y,t), which satisfies the equation az? + y? = 1+ dt?. This extended affine point (z,y,t)
is mapped to extended projective point (x : y : ¢ : 1) on the curve Erp 4.4, as detailed in (6).
Conversely, each point (X :Y : T : Z) € Erg q,a(Fq), where Z # 0, directly corresponds to
an extended affine point (X/Z,Y/Z,T/Z).

By employing the same technique, we introduce extended Montgomery coordinates,
denoted by £ys,4,5. This novel point representation results in a multiplication-free map
between £y 4,8 and Erg q,¢ Without any exceptional points. Therefore, we can employ
the complete addition law Erg q,q(F4) to develop a complete addition law for i a5,
maintaining the same computational cost of 9M + 2D and 8M + 1D in general and
specific cases, respectively. This approach provides a faster complete addition law for
Montgomery curves compared to the most efficient known complete addition law for them,
which demands 14M + 2D computations.

As we stated in Subsection 2.2, an affine Montgomery curve Ejs 4 p is defined by the
equation Bv? = u® + Au? + u, where B(A? — 4) # 0. Using the auxiliary coordinate
s =v/u, we can correspond each point (u,v) € En 4 g(F,) to a point (u, v, s) satisfying
the equation

Bsv =u?+ Au+ 1, B(A? —4) #0.

The extended projective closure of the given curve in P3, is obtained through the
substitution (u,v,s) = (U/W,V/W,S/W), leading to the equations

Emoap:BSV =U?+AUW +W?  SU=VW. (31)

Given A, B € F, with B(A? —4) #0, we fixa = (A +2)/B and d = (A — 2)/B, so we
have ad(a — d) # 0. Using the diagram

En,a,5(Fg)

)

Ere,a,alq) — En,a,B(Fq)
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where 7 is the map (29) and

O’:EM7A7B(]Fq)*>gM7A7B(Fq), (32)
(0:1:0:0), if(U:V:W)=(0:1:0),
U:V:W)—=<¢(0:0:1:0), if(U:V:W)=(0:0:1),

(U?:UV : VW :UW), otherwise,

we can define the birational map ¢ : Erg q,a(Fy) — Enm,a,5(Fy). Let P=(X:Y : T : Z)
be a point of &rp q4(Fy), and let @ = w(P) given by the map (29). We see that
P=0:1:0:1)ifandonlyif @ =(0:1:0)and P=(0: —1:0:1) if and only if
Q=1(0:0:1). We compute ¢(P) as follows.

e fP=(0:1:0:1),then @ =7(P)=(0:1:0). And, if @ = (0:1:0), then
X4+T=X-T=0andY +Z#0. Thus, X =T =0and Y = Z # 0. So,
P=(0:1:0:1). In this case, we have ¢(P) = o(n(P)) =0c(Q)=(0:1:0:0).

e If P=(0:-1:0:1),then @ =a(P) =(0:0:1). And, if @ = (0:0:1)
andif P# (0: =1 :0:1), then X+T =0, X —-T =1, and Z+Y = 0.
From the curve equation aX? — dT? = Z2? — Y2, we obtain a = d, which is a
contradiction. So, if @ = (0:0:1), then P = (0: —1:0:1). In this case, we have
¢(P)=0c(r(P))=0(Q)=(0:0:1:0).

e IfP#(0:+1:0:1),then Q=(X+T:Z4+Y : X -T)#(0:1:0),(0:0:1).
Since XY =TZ, we have (X +T)(Z-Y)=(Z+Y)(X —T) and X +T # 0. Thus,

o(P) = o(@(P)) =0(Q)

= o X+T:Z+Y: :X-T)
(X+T)? (X +T)NZ+Y): (Z+Y) X -T): (X +T)(X -T))
= (X+T)?: (X4 Z+Y): (X +T)Z-Y): (X +T)(X -1T))
(X+T:Z+Y:Z-Y:X-T).

Therefore, the birational map ¢ is defined as

¢ :Erp,a,dFq) — En,a,8(Fy) (33)
X:Y:T:Z2)— U:V: 8 W)=(X+T:Z+Y:Z-Y:X-T).

Using the linear map ¢, the birational map ¢! is defined as

¢55M,A,B(Fq) —>STE,a,d(IFq) (34)
U:V:8:W)—X:Y:T:Z)y=U+W:V-S:U-W:V+5).

Obviously, the maps ¢ and ¢!, presented in (33) and (34), are the multiplication-free
maps without exceptional points between Montgomery curves and twisted Edwards curves
in extended coordinates, and we proved the following theorem.

Theorem 2. Let a,d, A, B € F, such that ad(a —d) # 0, A = 2(a +d)/(a — d) and
B =4/(a—d). There are birational multiplication-free maps ¢ : Erp,a.a(Fq) — Er,a,8(Fy)
and ¢~ 1 EnaB(Fy) — Erg,a.a(Fy) as given in (33) and (34).

An alternative approach to find the birational maps ¢ and ¢~ is as follows. Consider
the following curves, each of which is an intersection of two quadratic surfaces, and they
present the twisted Edwards curve and the Montgomery curve, respectively, in extended
coordinates.
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o aX?+Y?%=27%2+4dT?, XY =27T.
e BSV =U?+ AUW + W2, SU=VW.
According to the equation aX? + Y2 = Z2 + dT? we have
(Z-Y)Z+Y)=aX?—dT* (35)
By comparing the equation (35) with
BSV =U? + AUW + W?,

welet S=272—Y and V =27 +Y. In addition, having % = % implies §f§ = % and

having the equality % = % = % implies U = X +T and W = X — T'. Therefore,

U+ AUW+ W2 = (X + TP +AX +T)(X -T)+ (X - T)? (36)
=(A+2)X?— (A-2)T%
On the other hand,
BSV = B(Z? - Y?) = BaX? — BdT*. (37)

Since BSV = U? + AUW + W2 the left-hand side of the equations (36) and (37) are the
same and we conclude that Ba = (A 4+ 2) and Bd = (A — 2), or equivalently a = % and
d= %. Therefore, the map ¢, given in (34), transforms the extended twisted Edwards
curve
aX?+Y?=27"4+dI?, ~ XY =2ZT
to
BSV =U?+ AUW +W?,  SU=VW.

We can also extract the map ¢! from the map ¢.

Remark 3. With the same discussion, we can show if we consider the equation (Y —
Z)(Y 4 Z) = dT? — aX?, rather than the equation (35), then S =Y —Z and V =Y + Z.
Consequently, we have U = T 4+ X and W = T — X. Therefore, U? + AUW + W? =
(2+ A)T? + (2— A)X? and BSV = BdT? — BaX?, so d = 4£% and a = 452 This shows
that themap (X : Y :T:2) > U :V:S  W)=T+X:Y+Z:Y-Z:T-X)
transfers Erp ; 1= ETE,d,a t0 Em,4, 5. Here, a = % and d = %. In other word, above
map transfers Erp q.q to Ep,—a,—p. The inverse of above map (U :V :S: W) - (X : Y :
T:Z)y=U-W:V+S:U+W:V —05) transfers Eur,4,8 10 ErE,d.a-

The following theorem leverages Theorem 2 to extend the concept of completeness
from twisted Edwards curves to Montgomery curves.

Theorem 3. FEvery complete addition law for extended twisted Edwards coordinates can
be translated into a complete addition law for extended Montgomery coordinates.

Proof. Suppose that 7 : Erg q.d X ETE,a,d = ETE,q,d be a complete addition law for &1 4 4.
So, for any pair P1, P2 € Erg q.a(Fy), 7(P1, P2) is defined. We can define an addition law
for gM,A,B as

" Evman X Eman — EmaAB (38)
T/(Qla QQ) = ¢(T(¢71(Q1)7 ¢71(Q2)))7

where Q1,Q2 € En,a,58(F,), and ¢ and ¢~ are the maps (33) and (34). Clearly, since T
is well-defined, this addition law 7’ is well-defined too, outputting Q1 + Q2 € Ear,a,p. 0

Since 7 is a complete addition law for Erp 44 and the maps ¢~! and ¢ are both
multiplication-free maps between €y, 4.5 and Erg.q,q4, the addition law 7/ not only is
complete but also its computational costs is the same as 7 (up to the number of additions).
In the following section, we present the complete addition laws for Montgomery curves,
derived from those established for twisted Edwards curves.
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5 Arithmetic in Epr.4.B

In this section, we use the Theorem 3 to derive the addition laws (40), (41), (42), and
(43) for the Montgomery curve Epr 4, p using the addition laws (7), (8), (9), and (10) for
ErE,q,d- Then, in Subsection 5.1, we introduce a coordinate system for Montgomery curves,
similar to the one defined in Section 3 for twisted Edwards curves, to derive more efficient
complete addition laws (44) and (45) for the Montgomery curve €y 4,5 with the same
computational cost as the complete addition laws (25) and (27) for Erg q.4-

Let i = 1,2 and P, = (U; : V; : S; : W;) € En,a,8(Fy). Using the map ¢! we first
compute Q; = ¢~ H(P;) = (X;: Y : Ty : Z;) € Erp,a,d(Fq), where

Xio=U+Wy, i=W-5, Th=U-Wy, Z;=V+51, (39)
Xo=Us+Wy, Yo=Vo—=85, To=Uy—Ws, Zy=Vo+S8s.

Following to the addition law (7) for Erg a4, P1 + P2 = (Us : V3: S3: W3) € EmraB
can be computed with the cost of 9M + 2D as follows:

A—-2

A X1Xs, B + VY, C' + TWT>, D'+ Z1Zs, (40)

B (Xi+Y)(Xa+Ya)—A' B, FleeD —C', &« D+,

A42
H « B — %A’, Xy E'F, Y G'H, Ty« EH, Zs« F'G
Ug(—X3+T3, V},(—Z;;-Fyvg7 Sg(—Zg—Y—g7 W3<—X3—T3.

In the final step, we applied the map ¢, as defined in (33) to convert the point Q3 = (X3 :
Ys:T5:2Z3) = Q1+ Q2 € Erpa,a(Fy) to the point Ps = (Us : V3 : S5 : W3) =P, + P, €
En,a,B(Fq). This conversion is similarly applied in the addition laws (41), (42), and (43).

Following the addition law (8) for Erg 4.4, we compute Py + Py = (Us : V3 : S35 : W3) €
Em,a,B With the cost of 9M + 1D as follows:

A+2
A+ X1Xy, B « V1Yo, C' T\ Zy, D +— ZiTs, EIF%A', (41)

F/<—(X1—Y1)(X2+}/é)—A/+B/, G/<—C/—D/, H’(—C/-i-D/,
' B +FE, Xs«HF, Y3« TI'G, Ty HG, Z3« I'F
Us+— X3+T3, V3 Z3+Ys, Sz Z3—Y;, W3+ X3-—1T3

Following to the addition law (9) for £rg g4, we compute Py + Po = (Us : V3 : Sy :
W3) € Enr,a,p with the cost of IM + 2D as follows:

A+2
A X1Xo, B «Y1Ys, C' <« T'To, D' < Z1Z,, o

A-2

A, (42)

F e O G (T +2)To+Z)—C' =D, H «D —F, I' B —E,
J B +F, Xa«GH, Yy« TI'J, TaeGI, Z3+ JH
Us+ X3+T3, V3 Z3+Y3;, S3+ Z3—Y3, W3+ X3-—1T;5

Following the addition law (10) for Erg 4.4, we compute Py + P = (Us : V3 : S3 :
W3) € Enr,a,p with the cost of IM + 1D as follows:

I I ! 1 / A—2 i
A+ X1Y2, B+ Y1X2, C" TlTQ, D+ 21Z2, E + TC s (43)
F (T —Z)(Ta+ Zs) —C'+ D', G« A+B, H«A-B, I'—D+FE,
Xg%G/H/, YE;%F‘II/7 T3<—G/FI, Z3<—I/H/
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Us+— X3+T3, V3 Z3+Y3, S3+ Z3—Ys, W3+ X3-—1T;

A2)_

The conditions x(d) = x(ad) = —1 and x(a) = x(ad) = —1 are equivalent to x (
X(A2 —4) = —1 and x (42) = x(A? — 4) = —1, respectively. Therefore, since the
addition laws (7) and (9) for Erg .4 are complete with a computational cost of 9M + 2D
if x(d) = x(ad) = —1 and x(a) = x(ad) = —1, respectively, the addition laws (40) and
(42) are complete with the same computational cost if x (452) = y(A? —4) = —1 and
X (%) = x(A? — 4) = —1, respectively.

5.1 More Efficient Arithmetic in €y, 4.8

In Section 3, we demonstrated that the new coordinate system (19) reduces the compu-
tational costs of the addition laws (7), (8), (9), and (10) for Erg qq. Similarly, we can
introduce a coordinate system for Montgomery curves as follows:

(,/—%U:V:S: —%W), if x(— A+2) 1,
(,/—%U:V:S: —%W), ifx(—%)zl.

Using this coordinate system we can reduce the computational costs of the addition
laws (40), (41), (42), and (43) on Epra,5 to 8M + 1D, 8M, 9M + 1D, and 9M + 1D,
respectively, if x ( M) =1, and to 9M + 1D, 9OM + 1D, 8M + 1D, and 8M, respectively,
if X( —) =1.

Let x(— A+2) = 1. To compute P; + P, in this coordinate system, for two given points
Po=U, :V1:5 :Wi)and P, = (Ug : Vo : Sy : Wa) in Ear a,8(Fy), we use the following
arithmetic that corresponds to the addition law (40). The inputs of this coordinate system
are the points

(T :V;: S (M—MU Vi S A+2 )

where i = 1, 2.

U:V:8: W)=

Xi=U+Wi, i=W-5, Tv=U-Wi, Zi=Vi+51,
Xo=Us+Wa, Yo=Vo—8y To=Us—Wo, Zo=Va+ Sy,

o o _ —92_ _

A, <— (Xl + Yi)(Xg + YQ), B/ < (Xl — Yl)(XQ — Yg), Cl <— Z1Z2, D/ < A T 2T1T2,
XA -B, Y«A+B, Z«20C -D), T«20C +D,

X3 XT, Vi« YVZ, T3+ XY, Zz+ ZT,

Ug <—X3+T3, )_/3 (—Zg+}73, 53 (—23—}73, Wg(—Xg—Tg. (44)
Since U; and W; have the same coefficient —ﬂ X; and T; have the same coefficient
V—a. Smnlarly, Y; and Z; have the same coefﬁc1ent Therefore, (X; : Y : Ty : W) and
(X3 : Yy : Ty : Wy) are aligned with the defined Coordmates in (19) for the case X( a)=1.
The arlthmetlc _given in (25) compute (X3:Y3:Ty: Z3). Finally, (Us: V3 : S3: W3) is

derived from (X3 : Y3 : Ty : Z3). This addition law corresponds to the addition law (25),
so has computational cost of 8M + 1D and is complete if y (A’2) = x(A?2 —4) = —

Specifically, satisfying x(— A+2) = 1 implies X( 1) = 1, or equivalently ¢ = 1 (mod 4).
Similar to the Section 3, we note that (Us : Syt Wa) ¢ Em,ap, and Py + P, =

(Ta/ =252+ Va2 S W/ /- 22).
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We can even consider Montgomery curves with small 4
cost of the addition law to 8M.

A +2 to reduce the computational

Example 1. Let p = 225 — 19,

A = 22877393593682803034202115116888709595
483293729536164338270975942269713667407,

and B = 1. Having small ‘3—;3 = 13763 allows us to consider the addition law (44) with

the computational cost of 8M for the Montgomery curve Ejr 4 g. This curve has the
order 164, for the prime

¢ = 36185027886661311069865932815214971204
09701047031274665599532609008962255717,

Also, The twisted of this curve has the order 4¢', for the prime

¢ = 1447401115466452442794637312608598848
1678691978285042347466265565942433387107,

Similarly, we can derive the addition laws corresponding to (26), (27), and (28) with
computational costs of 8M, 9IM+1D, and 9IM+1D, respectively. For example, the following
addition law corresponds to (27) and is therefore complete if y (4£2) = (42 —4) = —1.
Satisfying X(f—) = 1 implies x(—1) = —1, or equivalently ¢ = 3 (mod 4).
Xi=U+Wy, i=W-58, Tv=U-Wi, Zi=Vi+5i,

=Us+ Wy, Yo=Vo—8, To=Uy—Wy, Zy=Vo+S5s,

A X1X27 B« Yli/g, Cl — 21227 D'« T1T2,

- - - . - - A—-2
X (T4 Z20)(To+2s)—C' =D, Y« B + A, 2« B —A, T+ C + TQD’,
X3 X'T, Y3 YVZ, Ty« X'Y, Z3« 2Z'T,
U3<—X3+T3, }734—23—}—}73, §3<—Zg—}73, W3(—X3—T3. (45)
Analogous to the complete addition laws (44) and (45) for the case x (— %2) =1, we
can formulate complete addition laws for a7 4,p under the condition x ( %) =1 with

the same cost.

It is worth mentioning that if x(—a) =1 or x(—d) =1, Erp ¢4 has 1ncomplete addition
laws with computational costs of 8M. Similarly, if x(— A+2) =lorx(-43%)=1,EmaB
has incomplete addition laws with computational costs of 8M.

Remark 4. Similar to [HWCDO08], we can use Fg-isomorphic curves instead of these
coordinates to compute P; + P». Specifically, if x ( A+2) = 1, the Montgomery curve
Em,a,B is Fg-isomorphic to the Montgomery curve s, 4, (a42) via the map (U,V, S, W) —
A2 v, S,/ —AL2W ). Furthermore, £y 4 _ (449 is Fo-isomorphic to the twisted
B B A, —(A+2) a
Edwards carve Epp 4 _ A2 Consequently, the computational costs of the addition laws
e

for Enr,4,p match those for 5TE’71 . Additionally, if y ( ) =1, then x4, 5 is

F-isomorphic to €y 4 (42 Via the n map (U,V,5,W) = (/= 4520V, 5,y /[- 452w ),
and Epr,a,—(a—2) is Fy-isomorphic to £TE Atz . Therefore, the computational costs of
the addition laws for €37, 4, p are equivalent to those for &, B-Af2 -

Table 4 in Appendix A presents some well-known Montgomery curves, along with
the conditions ensuring they have complete addition laws with computational costs of
8M + 1D and 9M + 1D.
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Table 3: Cost of complete addition laws for families of elliptic curves

Curve Addition Mixed Addition Condition for completeness
Edwards (Ed.) [BLOTa] 10M +1S + 1D | 9M + 1S + 1D x(d) = -1
Twisted Ed. [BBJ*08] 10M +1S+2D | 9M + 1S + 2D x(a) =1, x(d) = -1
Extended Twisted Ed. [HWCDOS] 9M + 2D 8M + 2D x(@) =1, x(d) = —1
Extended Twisted Ed. [HWCDO08] 8M + 1D ™ + 1D ¢g=1 (mod4), a=-1, x(d) =-1
Extended Twisted Ed. [FH17] 9M + 2D 8M + 2D x(a)=-1, x(d) =1
Jacobi quartic [HWCDO09] 10M + 3S +3D | 8M + 3S + 3D x(d) =—-1
Hessian [F.J10] 12M + 1D 10M + 1D ¢ is not a cubic element
Short Weierstrass [RCB16] 12M + 5D 11M + 5D The curve has no Fy-rational point of order 2
Montgomery with B =1 [KPKK19] 14M + 2D 11IM + 2D X34+ AX? + X — s? € F[X] is irreducible
Montgomery [This work (44)] 8M + 1D ™™ + 1D ¢=1 (mod 4), (/”2) =1, x(4% 422y =1
Montgomery [This work (Analogous to (44))] 8M + 1D ™ + 1D g=1 (mod 4), X(Agz =1, x(45 A2y =1
Montgomery [This work (45)] 9M + 1D 8M + 1D q=3 (mod 4), x(4£2) = -1, x(452) =1
Montgomery [This work (Analogous to (45))] 9M + 1D 8M + 1D ¢ =3 (mod 4), X(AEZ = X(%) =-1

6 Concluding Remarks

In this study, we introduced extended Montgomery coordinates £x7, 4.5, as a novel repre-
sentation for points on Montgomery curves. These coordinate system enabled us to define
birational multiplication-free maps between the extended twisted Edwards coordinates
ErE,q,da and Eyr,4, . These maps have no exceptional points; thus, by employing them, we
transferred the complete addition laws from E7f 4,4 to Ear, 4, With the same computational
costs (up to 12 additions). Furthermore, by applying the scaling technique on the addition
laws for Erg 4.4 we noticed that if ¢ =1 (mod 4) then Erg 4,4 has complete addition laws
with costs 8M + 1D if x(ad) = x(d) = —1 or x(ad) = x(a) = —1. Conversely, if ¢ = 3
(mod 4), Erg,q,q has complete addition laws with costs 9M + 1D under the same conditions.
Moreover, for x(—a) =1 or x(—d) = 1, E7E 4.4 has incomplete addition laws with costs of
8M. Leveraging our birational multiplication-free maps between Erg .4 and Epr,4,5 and
using these results, we conclude that if ¢ =1 (mod 4) then Exs 4, has complete addition
laws with costs SM + 1D if x(£452) = x(A% —4) = —1 or x(£42) = x(A2 —4) = —1. Also,
if g =3 (mod 4), Ear,4,5 has complete addition laws with cost 9M + 1D under the same
conditions.

Table 3 compares our complete addition laws with the known complete addition laws
for other families of elliptic curves. Our complete addition laws for Montgomery curves
significantly improve efficiency, reducing the computational cost by 6M + 1D compared to
that reported in [KPKK19]. Additionally, having the same computational costs compared
to the complete addition laws for twisted Edwards curves makes Montgomery curves a
more attractive choice for applications.

In future work, we will apply the same technique to explore the relationships between
other families of elliptic curves, such as Jacobi intersection and Huff, with twisted Edwards
curves to introduce complete addition laws for these curves with the same computational
cost as those for twisted Edwards curves.
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Appendix. The table below lists well-known Montgomery curves and the conditions
under which they achieve complete addition laws with computational costs of 8M + 1D

and 9M + 1D.
Table 4: Montgomery curves (B = 1)
Curve A P Reference | Completeness condition Cost
Curve25519 486, 662 225 _ 19 [Ber06]
Curve383187 229,969 2383 _ 187 [ABGR13] p=1 (mod 4)
M-221 117,050 2221 3 [ABGRI13] x(A+2)=1 8M + 1D
M-383 2,065, 150 2383 _ 187 [ABGR13] x(A-2)=-1 [This work (44)]
M-511 530, 438 2511 187 [ABGR13]
Curved48 156, 326 2448 _ 9224 [Ham15]
ed-256-mont —54,314 2240(216 _g88) — 1  [BCLNI16]
ed-254-mont  —55,790  2240(214 —127) —1 [BCLNI16]
ed-256-mers  —61,370 2256 _ 189 [BCLN16]
ed-255-mers  —240, 222 2255 — 765 [BCLN16]
ed-384-mont  —113,758 2376(28 —79) —1  [BCLN16] p=3 (mod 4)
ed-382-mont,  —2,870,790  2%68(2'4 —5) -1  [BCLNI6] X(A+2)=-1 9M + 1D
ed-384-mers  —1,332,778 2384 _ 317 [BCLN16] x(A-2)=1 [This work (45)]
ed-383-mers  —2,095, 962 2383 _ 421 [BCLN16]
ed-512-mont  —305,778  2496(216 _491) — 1 [BCLN16]
ed-510-mont  —2,320,506 2%96(214 —290) -1 [BCLN16]
ed-512-mers  —2,550, 434 2512 — 569 [BCLN16]
ed-512-mers  —4, 390, 390 2511 481 [BCLN16]
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